
1 Introduction

With the development of deep learning, great strides
have been made in image processing technology. One
of these techniques is called Deepfake, which is used
to create incredibly realistic fake images of replacing
the face of a source image with a target face. Facial
information plays a huge role in our lives, so once

Deepfake is abused and malicious spread, it will pose
a great threat to the personal information security and
social stability. In particular, the birth of Generative
Adversarial Network(GAN) [?] makes fake images
more difficult to distinguish. Therefore, it is urgent to
design efficient and accurate methods to detect these
Deepfake content.
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Abstract

The emergence and development of deep face forgery technology make the authenticity of image and video
content cannot be guaranteed.
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